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RFP #15-9783-4CS
Online Records System for Pawned and Second Hand Property Transactions
Questions and Answers

June 24, 2015
Q1.
Page 4 D.

a) A web user interface;

b) An interface which must integrate with a majority of the current business’s point of sale systems.

Can you provide a list of the most used POS systems for the counties?

A1.
Currently the Police Divisions are not aware of the exact POS used by the individual Pawn Brokers/Business.  They are required to report daily sales by county and city ordinances to each agency and that current system being used is maintained by Richmond Police Department.  Some businesses have direct access to that system (remote capabilities) and those who don’t provide the proper agency with their pawn tickets for entry by police personnel.  
Q2.
Page 4 E.

5)
The system will allow the matching of the Police Division’s stolen property items via a single item inquiry.


Would this be a standard export from the police department that would be imported to the system with a resulting match report?
A2.
The data that is capture by the pawn brokers/businesses would be compared against what each participating police agency reports to NCIC on daily bases.  
Q3.
7) The Successful Offeror should have an agreement with NCIC to search the stolen   database nationally to match entered transactions.

Would this agreement be difficult to obtain?  What is the cost?

A3.
You must contact NCIC
Q4.
Pawnbroker License application tracking need to be part of the system?

A4.
No
Q5.
Attachment F, Compliance Certification


Is the successful bidder required to comply with ISO 27001/2 or SSAE-16?

A5. 
Offerors are not required to comply with ISO 27001/2 or SSAE-16, however; Offerors having already gone through these processes receive less scrutiny than those without this background.  The response to these questions provides a background as to the vendor’s consistent implementation of development, policies and procedures

Q6.
Item II-B references an interface with Active Directory. Does the state anticipate that ALL users will be entered into active directory or is the intent to implement a login system that accommodates both Active Directory and alternative security?

A6.
For external solutions, it allows the locality to prepare for single sign on if solutions are already capable of integration with active directory through a process such as SAML.

Q7.
Item II-E refers to dual-mode authentication. Does the state have a preference for the type of dual-mode authentication to be used? There are several variations of dual-mode authentication.
A7.
No, there is not a preference.    
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